
Release Notes
RSA SecurID Token 2.3 
for the Java ME Platform
April 28, 2008

Introduction
This document lists what’s new and changed in RSA SecurID Token 2.3 for the Java ME Platform, and includes 
workarounds for known issues. Read this document before installing the software. This document contains the 
following sections:

• What's New in This Release

• Product Documentation

• Known Issues

• Getting Support and Service

Note: RSA SecurID Token 2.3 for the Java ME Platform does not support an application upgrade from the previous 
version. For more information, see the Administrator’s Guide.

What's New in This Release
This section describes the major changes introduced in this release. For detailed information on each change, see the 
Administrator’s Guide.

Support for RSA Authentication Manager 7.1 and CT-KIP token distribution. This version of the application 
supports Dynamic Seed Provisioning through Remote Token-Key Generation (CT-KIP). This mechanism uses the 
Cryptographic Token-Key Initialization Protocol (CT-KIP) and requires RSA Authentication Manager 7.1. The user can 
import a token by entering the CT-KIP URL and a token activation code on the device. An administrator can configure 
the RSA SecurID Token application with the default URL so that only the token activation code is needed.

Support for new software token configurations. This release supports issuance of software tokens that behave like 
RSA SecurID key fobs (for example, SID600 and SID700). With this type of token, the user enters a PIN in the 
protected resource, instead of in the device. You must use RSA Authentication Manager 7.1 to issue these tokens.

Tokens can be assigned to a device. Tokens can be assigned to a device in RSA Authentication Manager using the 
Device ID number, so that after the token has been distributed, it is usable only on the device to which it is assigned. 
Qualified devices that support assigning a token to a device are Nokia N95/N93/N73/E90/E61/E51/E50.

Single token implementation. The application has been simplified to support only one token. The token management 
functions that previously allowed users to manage multiple tokens (for example, renaming a token) have been removed 
from the application.

Streamlined user experience. The user experience has been streamlined to simplify the tasks associated with 
token-based authentication.

Support for custom URLs in the application menu. The application menu supports up to three custom URLs so that 
you can add links to resources where device users can find additional information on using RSA SecurID tokens.

Qualification on Nokia and Sony Ericsson devices. This release has been qualified on Nokia 
N95/N93/N73/E90/E61/E61i/E51/E50 and Sony Ericsson K850i/K750i.

Default PIN entry method is numeric. On devices with alphanumeric keypads, the application sets the keypad mode 
to numeric for PIN entry.
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Product Documentation
The following documentation is in the RSA SecurID Token 2.3 for the Java ME Platform product kit in the \doc 
directory.

Known Issues
This section explains issues that remain unresolved in this release. Wherever a workaround or fix is available, it has 
been noted or referenced in detail.

Cannot cancel token installation when using Web Download
Tracking Number: 45706 
Problem: When using the Web Download option, you cannot cancel a token installation once the download is in 
progress. After you enter the URL and token activation code and start the installation, the Cancel soft key on the 
“download in progress” screen does not work.
Workaround: Wait until the download process is complete. You can then delete the token if you do not need it.

Token database cannot be upgraded from version 2.2 to version 2.3
Tracking Number: 100847 
Problem: The version 2.2 database that supports multiple tokens cannot be upgraded to a version 2.3 database that 
supports only one token.
Workaround: Instruct users with multiple tokens to continue using version 2.2. Instruct users with one token to remove 
the application and install version 2.3. You must reissue the token after version 2.3 is installed, either by including it with 
the application or distributing it. For more information, see the Administrator’s Guide.

Some devices do not support a token that has been assigned to the device
Tracking Number: 103810 
Problem: Tokens are assigned to the device using the Device ID number, but some devices do not make the Device ID 
number available to the application. If a device does not make the Device ID number available to the application, the 
device does not support a token that has been assigned to the device. 
Workaround: Before assigning a token to a device using RSA Authentication Manager, ask the user to start the 
application, view the Device ID number, and send it to you. If the user sends you a valid Device ID number, you can 
assign a token to the device using the Device ID number. If the user cannot send you the Device ID number because it 
is listed as “Not available”, the device does not support a token that has been assigned to the device. For more 
information, see the Administrator’s Guide.

Reinstalling the application without removing the original application does not import an included token 
Tracking Number: 106074 
Problem: When a user installs the application with or without a token included, and then reinstalls the application with 
a token included, the application does not import the new token.
Workaround: Remove the original application and then reinstall the application that contains an included token. 

Title Filename

RSA SecurID Token 2.3 for the Java ME 
Platform Administrator’s Guide

admin.pdf

RSA SecurID Token 2.3 for the Java ME 
Platform User Help

userhelp.pdf 
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Getting Support and Service

© 2008 RSA Security Inc. All rights reserved.

Trademarks
RSA and the RSA logo are registered trademarks of RSA Security Inc. in the United States and/or other countries. For 
the most up-to-date listing of RSA trademarks, go to www.rsa.com/legal/trademarks_list.pdf. EMC is a registered 
trademark of EMC Corporation. All other goods and/or services mentioned are trademarks of their respective 
companies.

RSA SecurCare Online https://knowledge.rsasecurity.com

Customer Support Information www.rsa.com/support

RSA Secured Partner Solutions Directory www.rsasecured.com
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